
  Journal of Information Processing Systems, Vol.5, No.4, December 2009  167 

Black Bridge: A Scatternet Formation Algorithm for Solving a New 
Emerging Problem 

 
 

Minyi Guo*, Yanqin Yang*,**, Gongwei Zhang*, Feilong Tang* and Yao Shen* 
 
 

Abstract: Nowadays, it has become common to equip a device with Bluetooth. As such devices be-
come pervasive in the world; much work has been done on forming them into a network, however, al-
most all the Bluetooth Scatternet Formation Algorithms assume devices are homogeneous. Even the 
exceptional algorithms barely mentioned a little about the different characteristics of devices like com-
putational abilities, traffic loads for special nodes like bridge nodes or super nodes, which are usually 
the bottleneck in the scatternet. In this paper, we treat the devices differently not only based on the 
hardware characteristics, but also considering other conditions like different classes, different groups 
and so on. We use a two-phase Scatternet Formation Algorithm here: in the first phase, construct scat-
ternets for a specified kind of devices; in the second phase, connect these scatternets by using least 
other kinds of devices as bridge nodes. Finally, we give some applications to show the benefit of clas-
sification. 
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1. Introduction 
 
Bluetooth, the new technology named after the 10th 

Century Danish King Harold Bluetooth, is an always on, 
low-power, and short-range radio technology, aiming at 
simplifying communications among Internet devices. 

Bluetooth uses low-cost transceiver microchips in each 
device. It supports the universal short-range wireless 
capabilities using the 2.4 GHz band which is available 
globally for unlicensed low-power uses. And Bluetooth 
divides the band into 79 channels (each 1MHZ wide) and 
changes channels up to 1600 times per second. The com-
munication range supported by Bluetooth is power-class-
dependent: class 1 supports maximum 100 meters, using 
100mW; class 2 supports maximum 10 meters, using 
10mW; class 3 supports maximum 1meter, using 1mW. In 
most cases, the effective range of class 2 is used. So in our 
paper, we mainly refer to pure class 2 network. We say two 
devices are in communication range, if the distance be-
tween these two devices is less than 10 meters. 

Bluetooth is used in many products, such as mobile 
phones, printers, headsets, keyboards, game consoles. 
Though the original goal of Bluetooth is just to replace 
cable, it is convenient to use Bluetooth to construct a PAN 

(Personal Area Network), which provides a “last meter” 
solution for application personalization. Another important 
usage of Bluetooth is constructing an ad hoc wireless net-
work. Comparing with other wireless networking like Wi-
Fi, Bluetooth devices are cheaper and easier to connect. If 
two Bluetooth-based devices want to connect to each other, 
they just need to be in communication range, but they must 
play different roles: one act as master, the other acts as 
slave. A master only can connect up to seven slaves. The 
network formed by a master and its slaves is called piconet. 
Two piconets can form a bigger network by sharing a de-
vice, which appears in both piconets. The network formed 
by several piconets is called scatternet. There has been 
much research on scatternet formation, and this technology 
is useful in future. 

Generally speaking, we can partition Bluetooth- based 
devices into several kinds, according to different aspects of 
the devices. However, in order to formulate the problem 
and simplify experiments, we only classify the devices into 
two kinds in this paper, and more kinds’ classification will 
be researched in future. We first construct scatternets for 
devices of the same kind without depending on other kind 
devices. Then we merge these scatternets by using other 
kind devices as bridge nodes. Our goal is to make these 
bridge nodes as few as possible. The biggest difference 
between our algorithm and pervious scatternet formation 
algorithms is: we treat devices differently, but they treat 
devices equally or almost equally. At last, we propose some 
applications to show the advantage of classification. 

The remaining of this paper is structured as follow: In 
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section 2, we talk about related works; in section 3, we 
describe Bluetooth specification simply and formulate the 
problem; in section 4, we explain the algorithm and ana-
lyze some parameters; in section 5, we give some applica-
tions. At last, we conclude the paper and point out the fu-
ture work.  

 
 

2. Related work 
 
Many Bluetooth Scatternet Formation Algorithms have 

been proposed prior to this work. R.M Whitaker et.al and I. 
Stojmenovic et.al give a very detail survey on those, and 
classify these algorithms into different categories accord-
ing to different criteria, like guarantee connectivity, degree 
limitation, and topologies and so on[3,10,11,13,14]. 

One of the main categories is about topologies. There 
are many topologies used in Bluetooth scatternet formation: 
tree, ring, mesh, 1-Factors [14]. G.V. Zaruba et.al (Bluetree) 
construct the Bluetooth scatternet into a tree structure [15]. 
The tree was grown from a root, and the number of roles of 
each node in the tree can assume are limited to two. Obvi-
ously, the root of the tree leans to be bottleneck.  S. 
Sunkavai et.al propose a mesh topology scatternet forma-
tion algorithm [4]. This kind of scatternet has short delays 
for new node acceptance. C.C. Foo et.al propose the use of 
ring structure for scatternet [16]. The advantages of this 
structure appear on many aspects: its added reliability, ease 
of packet routing and low scatternet scheduling overheads. 
As for 1-factor, people may be not familiar. 1-factor is a 
special matching in a Graph G. A matching in a Graph G is 
a subset of edges in G where no two are incident. If the 
matching has half edges of G when there are even edges in 
G, we call this matching a perfect matching. If the edges (n) 
are odd, and the matching has (n-1)/2 edges, we call this 
matching a near-perfect matching. A perfect or near perfect 
matching is known as 1-factor. S. Baatz et.al use 1-factor 
structure to ease the problem of inter-piconet scheduling 
[17].  

Another important category is about centralized forma-
tion or distributed formation. The strongpoint of central-
ized formation is that it can gain the knowledge of the 
graph and then find the best performance for the Scatternet. 
On the other side, due to it has to know the visibility graph, 
its use is limited. M. Ajmone-marsan et.al use a min-max 
formation to find the optimal topology that provides full 
connectivity [9]. H. Sreenivas et.al use genetic algorithm to 
construct the Scatternet with the goal to minimize the 
number of created piconet [8]. Distributed formation can 
provide low algorithm complexity and energy cost. T. Sa-
lonidis et.al first build the Bluetooth Scatternet using dis-

tributed logic [7,12]. L. Barrière et.al introduce a distrib-
uted formation solution based on projective geometry for 
single-hop network, where each device is in the communi-
cation range of any other devices. The node in the final 
Scatternet has limited connected degree [2]. 

 
 

3. Preliminaries 
 

3.1 Bluetooth architecture 
 
Below is a simplified Bluetooth architecture [6]: 
 

 
 
The radio layer defines the requirement of the Bluetooth 

transceiver devices operating in the 2.4 GHZ ISM band [1]. 
It is the lowest layer in the Bluetooth architecture, and uses 
pseudo-random hopping sequences with a fast hopping rate 
of 1600 hops per second. 

The baseband layer is similar to the physical layer in 
general network architecture. The baseband manages many 
things like physical channels, links, error correction, hop 
selection and so on. Here we will mostly concentrate on 
link. The set up of connection between two devices need 
two steps: inquiry procedure and page procedure. The 
Bluetooth device uses inquiry procedure to know the ad-
dress of the other device. Then the device performs the 
page procedure to connect to the other one using the re-
turned address. 

LMP (Link Manage Protocol) takes care of link configu-
ration and authentication. The authentication uses a link 
key. If two devices do not have common link key, it can be 
created from a PIN. Besides, the link key can be changed 
temporarily, thought this change can only be valid for the 
session. Another important use of LMP is its support for 
name request to another device. The name consists of a 
maximum of 248 bytes according to the UTF-8 standard. If 
you want to close the connection between two devices, just 
use LMP to detach them. 

HCI (Host Control Interface) is the interface to LMP and 
baseband, and it can access to hardware status and control 
registers. 

All protocols above HCI are software based. L2CAP 
(Logic Link Control and Adaptation Protocol) is the lowest 

 
Fig. 1. Bluetooth Architecture 
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layer of such protocols. The connection primitives it pro-
vides are: set up, configure and disconnect. 

For other and more detail information, please refer to [1, 6]. 
 

3.2 Problem formulation 
 
Given a set of Bluetooth devices, we partition them into 

two classes according to a specified criterion like CPU 
Speed or affiliated Group. Our goal is to create Scatternets 
for a specified class, and we should make the number of 
Scatternets and the number of bridge nodes minimum. The 
reason we want to decrease the number of Scatternets is to 
make connectivity. If you can merge two Scatternets into 
one, as a result, any device in both Scatternets can commu-
nicate with more devices. The advantage of decreasing 
bridge nodes will be told in the “Application” section. 

There are mainly three cases for the problem: 
 
• Case I: 

 
 
In this case, any two nodes of class one can connect to 

each other by using multi-hop, without a node of class two 
as a bridge node. 

• Case II: 

 
 
In this case, devices of class one can form only one Scat-

ternet, but it should use devices of class two as bridge 
nodes. Our goal is to make these nodes least. 

• Case III: 

 

In this case, the number of formed Scatternets of class 
one is more than one. So we should first make this number 
least. Then we should make the number of bridge nodes 
least. 

 
 

4. Scatternet formation algorithm 
 
We use a two-phase based algorithm to achieve our goal. 

In the first phase, we use an existing algorithm to construct 
Scatternets for devices of the same kind. In the second 
phase, we connect these Scatternets by using devices of 
other kind as bridge nodes. Then we can make the number 
of Scatternets least. Meanwhile, we should use as few 
bridge nodes as possible to connect those Scatternets. 

In order to narrate clearly, we name one kind of devices 
as white devices, and call the other kind as black devices. 
We will build Scatternets for white devices and use black 
devices as bridge nodes. 

 
4.1 Phase I 

 
In this phase, we will construct scatternets for white de-

vices, without containing black devices. 
Much work has been done on this topic, any algorithm 

can use in phase I theoretically. Because we will use the 
concept of super node in second phase, the algorithm had 
better be centralized. If you use other algorithms, we may 
need to use election algorithm to elect a super node out of 
the master nodes in the same Scatternet. 

When we choose an algorithm for phase I, we take the 
good properties listed below into account [5]: 

 
• Small number of piconets: Since all piconets share the 

same set of 79 channels, there will be more collisions 
when there are more piconets. 

• Small maximum degree of the devices: The degree of a 
device is the number of piconets to which the device be-
longs. Since piconets communicate through shared nodes, 
if a node belongs to many piconets, it can be the bottle-
neck of inter-piconet communication 

• Network diameter: This is the maximum number of hops 
between any pair of devices  

 
After choose an appropriate algorithm. We should mod-

ify the connection function. We only connect two devices 
of the same kind. This can be implemented in many ways: 
one way is to hash Group ID or CPU Speed or other crite-
rion into PIN, then use this PIN to create the link key, only 
the same kind device can have the same key; another way 
is to get name of another device using LMP, then extract 

Class one

Class two

>10m
>10m

 
Fig. 4. Non connectivity case 

Class one

Class two

>10m

 
Fig. 3. Partly connectivity case 

Class one 

Class two 

 
Fig. 2. Totally connectivity case 
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information from the name for judging kinds, and discon-
nect the device if it is a different kind. 

 
4.2 Phase II 

 
After Phase I, we get several scatternets only formed by 

white devices:  

 
 
We do not show all black devices in the picture. 
What we should do in phase II is to connect these scat-

ternets by using black devices as bridge nodes, and our 
goal is to use the fewest black devices. 

At first, all the super nodes in each Scatternet perform 
the following Main procedure: 

 
Main() 
1. For each white device u in the scatternet 
2.    Call Send() for node u 
3. EndFor 
 
When the super node executes this procedure, it asks all 

the nodes including itself in the scatternet to send messages 
to probe for other scatternets. 

The white device in the scatternet performs the follow-
ing Send procedure. 

 
Send() 
1. Construct a message 
2. Send this message to neighbor black devices 
 
The white device firstly creates a message, and then only 

sends this message to all the black devices it can reach in 
single hop. The black devices will forward the message. At 
last, the message will reach other scatternet. 

The message we send here has a scatternet ID and a hop 
count. The scatternet ID represents where the message 
comes from. In order to make the scatternet ID unique, we 
can use the physical address of super node as its Scatternet 
ID. The hop count increase 1 every time when it is trans-
mitted to next node. And the destination scatternet will 
know how many hops the message takes from the source 
scatternet. Besides the message also has to record the black 
devices path on which it is routing. So the destination scat-

ternet knows how to transfer the data to the source scatter-
net in the shortest path. 

Each white device only prepares to receive messages 
from other scatternets and it will not forward the messages, 
excluding submitting them to super node. Below is the 
Receive procedure for white devices: 

 

Receive() 
1. When the white device receive a message m  
2. If the message comes from the scatternet 
3.    throw away the message 
4. Else 
5.    send the message to the super node //don’t 

increase hop count here 
6. EndIf 
 
The super node in the scatternet will analyze the mes-

sages to get the best path which makes bridge nodes least. 
This is the Analyze Procedure: 

 
Analyze() 
1. If message m is from a new scatternet 
2.     record the scatternet ID and the hop count 

and the black devices path 
3. Else 
4.     If the new hop count is less than the old 

hop count  
5.        update the hop count and the black 

devices path, and other path information 
6.     Else If the new hop count is equal to old 

one 
7.         Record the new path 
8.     EndIf 
9. EndIf 
 
By performing the sending and receiving procedure, the 

scatternets will get the fewest black devices as bridge 
nodes. We take an example as follow: 

 

 
 
Two messages send by Scatternet I will finally arrive at 

Scatternet II. If the message passing through Path1 arrives 
at Scatternet II first, Scatternet II records (Scatternet I, 4, 

 
Fig. 6. An example to describe scatternet’s sending and 

receiving procedure 

White device

Black device

 
Fig. 5. Result of Phase I 
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[A,B,C]), which means the message comes from Scatternet 
I, uses 4 hops, and the routing path is black devices A,B,C 
(Line 2 in Analyze procedure is performed). Then the other 
message passing through Path2 arrives at Scatternet II, 
Scatternet II updates (Scatternet I, 4, [A, B, C]) to (Scatter-
net I, 2, [D]) (Line 4-5 Anaylyze procedure is performed). 
It means it only needs one black device to connect Scatter-
net I and Scatternet II. In another case, the message passing 
through Path2 arrives at Scatternet II first; Scatternet II 
records (Scatternet I, 2, [D]). And when message passing 
through Path1 arrives, Scatternet II does not do anything, 
because the new hop count is more than old hop count. So 
no matter which case occurs, we finally get the shortest 
path. 

When there are more scatternets, things will be a little 
complicated. 

 

 
 
Here path1 and path2 both use least bridge nodes. Be-

cause the shortest path between Scatternet III and Scatter-
net II share bridge nodes with Path2, we choose Path2 here. 
When the scatternet receive no more messages, it seems 
that the formation has completed. Then the super node will 
delete the redundant paths (Line 7 in Analyze Procedure) 
by comparing the number of share nodes in each path. Be-
cause we emphasize the least number of bridge nodes here, 
we do not take it into account that a bridge node may be 
bottleneck. We will do it in future work.  

The black devices are just used for forwarding messages.  
Now we start to describe black devices’ sending proce-

dure: 
 

Send() 
1. If there are messages in the message queue  
2.   For each node w in its communication range 
3.       send message to w 
4.   EndFor 
5. EndIf 
 
Of course, the black devices can refuse to receive a mes-

sage. But if the black devices agree to receive the message, 
they perform the following Receive procedure: 

Receive() 
1. When a message comes 
2. check the scatternet ID 
3. If have stored scatternet ID and hop count is less  

// There has been another message coming 
from the same scatternet in a shorter path 

4.      throw away the message 
5. Else 
6.       store scatternet ID and hop count 
7.       Increase the hop count and add the de-

vice itself to the path 
8.       add the message the queue 
9. EndIf 
 
Line 3 also has another important use: it can avoid mes-

sages run in a circle. 
 

4.3 Analysis 
 
Message plays an important role in our algorithm. Mes-

sage complexity analysis is the first thing we should do. 
Before analyzing, we assume the following parameters: 
 

• The total number of devices is n 
• The total number of black devices is m 
 

So we have (n-m) white devices. According to our algo-
rithm, every white device will create messages and send 
them to neighbor black devices. There are at most m black 
devices in a white device’s communication range. So white 
devices send at most (n-m)m messages. For every black 
device, it is responsible for forwarding messages, so the 
messages it sends depends on its receiving messages. 
These messages all originate from white devices. So under 
worst case, a black device will receive (n-m)m messages, 
and sends them to its neighbors devices. Each black device 
sends (n-m)mn messages at most. All black devices sends 
at most (n-m)2mn messages. All sending messages are (n-
m)m+(n-m)2mn=O(n4). 

This is the message complexity for worst case. Then we 
will do an experiment to analyze the message complexity. 

We set the Area to 50x50(m2) in our experiment, and 
distribute n nodes to this Area in random position. We in-
crease n from 10 to 80 by a step of 10. 

 

 
 

Fig. 8. Messages used 

 
Fig. 7. A more complicated case 
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From the graph, we can see that, in fact, messages used 
are less than n2, where n is the number of the node. This is 
because, there are often limited black nodes in a white de-
vice’s neighbor, so white devices usually send c1(n-m), 
where c1 is the average number of black devices in a white 
device’s neighbor. This is also true for the black devices: 
there are usually a few devices in its neighborhood. So 
black devices send c1(n-m)c2m messages, where c2 is the 
average number of devices in a black device’s neighbor-
hood. This means the message complexity is O(n2) for 
most cases. In fact, this also can explain the line slope. As 
there are more nodes in the area, there are more neighbor 
devices for a device. This means c1 and c2 are larger, so the 
messages will increase more quickly as n grows. A device 
may be isolated from other devices. This will decrease the 
sending message. As a result, there are some exceptions 
when n grows. 

The first goal in our algorithm is to make the number of 
scatternets least: 

 

 
 
From the graph, we can see we actually reduce the num-

ber of scatternets. When the total number of nodes is 10, 
because they are sparse in the area, we cannot decrease the 
scatternets even using black nodes as bridges. 

Now we can turn to bridge nodes: 
 

 

As the number of scatternets increases, the bridge node 
number often increases, but not always. This is because if 
two scatternets are near, they need less bridge nodes to 
connect them. 

 
 

5. Applications 
 
Now we take some examples to show the advantage of 

the classification. 
Scenario 1: Two (or more) groups of students observe 

different kinds of flowers in a garden. Each student has a 
Bluetooth device, like PDA or mobile phone. If a student 
finds its target flower, he or she may take the picture and 
sends it to other member of the same group. Members in 
other groups have no interesting to this picture. 

The problem comes. We only need to broadcast the file 
to members in the same group. Assume a white device 
want to share a picture. The best case is that we only send 
the packages to other white devices. It is not practical. If 
you want to send packages between two white devices, you 
should connect them, and you may use black devices as 
bridge nodes. Now these black devices will receive pack-
ages which they do not care about. Because receiving mes-
sage costs time and energy, it is better to involve less black 
devices. 

At first, let us compare the number of involving black 
nodes among our algorithm (classify), bluetree, bluetree 
(optimize): 

 

 
 
We can see that our algorithm use the least black nodes, 

due to its one of the goals of our algorithm. 
Suppose the size of the picture is 2M. According to 

Bluetooth specification [6], the payload of a packet is 0-
2745 bits. If the payload contains day field, it should also 
contains a payload header. So the max size a package can 
contain is nearly 339 bytes. In order to totally transfer the 
picture, we should use 6187 packages: 

 
Fig. 11. Number of involving black nodes 

 
Fig. 10. Relation between scatternet number and bridge 

node number 

 
Fig. 9. Scatternet number compare 
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Watching y-axis carefully, we can discover that if we do 

not control the number of involving black nodes, they will 
receive many packages. The type of package we choose 
will use 5 time slots, where each time slot is 625 µs. A 
black node will waste 3.125 ms to receive a package it 
does not care about. As these packages grow more, black 
nodes will waste more time and more energy to handle 
them. If there are tens of thousands of such packages, you 
can imagine how much time and energy they waste. So the 
number of involving black nodes is as few as possible. 

Scenario 2: White device has transfer rate of 100k/s, and 
black device has transfer rate of 20k/s. Now we want to 
transfer files between white devices: 

 

 
 
If two white devices have to use a black node as bridge, 

the transfer rate will decrease. So the less the black nodes 
involving, the higher the average transfer rate is. Due to 
classification, we have a better average transfer rate. 

 
 

6. Conclusion and Future work 
 
In this paper, we first formulate a new emerging prob-

lem in scatternet formation: the need to classify devices. 
And then propose an algorithm to solve this problem. We 
use two phase in our algorithm: phase I to construct scat-
ternets only for white devices, phase II merge these scat-

ternets into one by using black devices as bridge. We use 
the fewest black devices in our algorithm. 

There are some constrains in our algorithm, like not con-
sidering mobility and fault-tolerance. In future, we will do 
research on removing these constrains. Besides we will 
also try to improve our algorithm to reduce message com-
plexity in future. 

 
 

References 
 

[1] Bluetooth tutorial, http://www.palowireless.com/ 
infotooth/tutorial.asp 

[2] L. Barrière, L. Narayanan, J. Opatrny,” Dynamic 
construction of Bluetooth scatternets of fixed degree 
and low diameter,” Proceedings of the fourteenth an-
nual ACM-SIAM symposium on discrete algorithms. 

[3] S. Jung, U. Lee, A. Chang, D.K. Cho, M. Gerla, 
“BlueTorrent: Cooperative Content Sharing for Blue-
tooth Users,” Proceedings of the Fifth IEEE Interna-
tional Conference Pervasive Computing and Com-
munications (PerCom'07)   pp.47-56. 

[4] S. Sunkavai and B. Rarnalmurthy, “MTSF: A Fast 
Mesh Scatternet Formation Algorithm for Bluetooth 
Networks,” in Proceedings of IEEE Global Tele-
communications Conference, Vol.6, pp.3594-3598, 
Nov., 2004. 

[5] C. Law, K.Y. Siu, “A Bluetooth scatternet formation 
algorithm,” Global Telecommunications Conference, 
2001. 

[6] Bluetooth Special Interest Group, http://www.blue-
tooth.com 

[7] J. Haartsen, W. Allen, and J. Inouye, “Bluetooth: 
Vision, Goals, and Architecture”, Mobile Computing 
and Communications Review, Volume 1, Number 2. 

[8] H. Sreenivas and H.A. li, “An Evolutionary Blue-
tooth Scatternet Formation Protocol”, Proceedings of 
the 37 Hawaii Int. Conf. on System Sciences, Jan., 
2004. 

[9] M. Ajmone-marsan, C.F. Chiasserini, A. Nucci, g. 
Carello, and L. de Giovanni, “Optimizing the Topol-
ogy of Bluetooth Wireless Personal Area Networks”, 
Proc. INFOCOM, 2002. 

[10] J. Yun, J. Kim, Y.S. Kim, J. Ma, “A three-phase ad 
hoc network formation protocol for Bluetooth sys-
tems”, Proc. 5th Int. Symp. Wireless Personal Mul-
timedia Communications WPMC, Hawaii, Oct., 2002. 

[11] C. Zhang, V. Wong and V.C.M. Leung, “TPSF+: A 
new two-phase scatternet formation algorithm for 
Bluetooth ad hoc networks”, IEEE Globecom’04, 
Dallas, TX, Nov., 2004. 

[12] T. Salonidis, P. Bhagwat, L. Tassiulas, R. LaMaire, 
“Distributed topology construction of Bluetooth per-

 
Fig. 13. Average transfer rate among white devices 

 
Fig. 12. Number of packages received by black nodes



174                     Black Bridge: A Scatternet Formation Algorithm for Solving a New Emerging Problem 

sonal area networks”, Proceedings of the Twentieth 
Annual Joint Conference of the IEEE Computer and 
Communications Societies, INFOCOM, 2001. 

[13] R. M. Whitaker, L. Hodge, I. Chlamtac, “Bluetooth 
Scatternet Formation: A Survey”, Ad Hoc Net-
works, Volume 3, Issue 4,  July 2005, Pages 403-450. 

[14] I. Stojmenovic and N. Zaguia, “Bluetooth scatternet 
formation in ad hoc wireless networks”, Performance 
Modeling and Analysis of Bluetooth Networks: 
Network Formation, Polling, Scheduling, and Traffic 
Control, Auerbach Publications (Taylor and Francis 
Group) (2006), pp.147–171. 

[15] G.V. Zaruba, S. Basagni, I. Chlamtac, “Bluetrees 
scatternet formation to enable Bluetooth-based ad 
hoc networks”, ICC 2001. 

[16] C. C. Foo and K. C. Chua, “BlueRings - Bluetooth 
Scatternets with Ring Structures,” in Proceedings of 
IASTED International Conference on Wireless and 
Optical Communication (WOC), Banff, Alberta, 
Canada, Jul., 2002. 

[17] S. Baatz, C. Bieschke, M. Frank, P. Martini, C. 
Scholz, C.Khul, “Building efficient Bluetooth scat-
ternet topologies from 1-factors”, Proceedings of the 
IASTED International Conference on Wireless and 
Optical Communications, WOC 2002, Banff, Alberta, 
Canada. 

 
 

Minyi Guo  
He received Ph.D. in Computer Sci-
ence from the University of Tsukuba, 
Japan. Before 2008, he had been a Re-
search Scientist of NEC Corp.,Japan, 
and professor of University of Aizu, 
Japan. He is now Head and Distin-
guished Professor of Department of 

Computer Science and Engineering, Shanghai Jiao Tong 
University, Shanghai, China. He has published more than 
250 papers in international journals and conferences. His 
research interests include parallel and distributed process-
ing, parallelizing compilers, pervasive computing, embed-
ded software optimization, molecular computing, and soft-
ware engineering. He is a senior member of IEEE, a mem-
ber of the ACM, IPSJ and IEICE.  
 
 

 
Yanqin Yang  
She is a Ph.D. student at department of 
Computer Science and Engineering of 
Shanghai Jiao-tong University, Shang-
hai, China and she is also a lecturer at 
East China Normal University. From 
November 2007 to July 2008, she was 

a research assistant in Hong Kong Polytechnic University. 
She received the M.S. degree in Computer Science at 
Harbin Institute of Technology in 2002. Her research inter-
ests include embedded system and compiler optimization. 
 
 
 
 

Gongwei Zhang  
He is a master student in department of 
Computer Science and Engineering of 
Shanghai Jiao-tong University, Shang-
hai, China. From September 2007 to 
April 2008, he was a research assistant 
in University of Aizu, Japan. He re-
ceived the B.S. degree in Mathematics 

at Shanghai Jiao-tong University in 2006. His research 
interests include embedded system and compiler optimiza-
tion. 
 
 
 

 
Feilong Tang 
He received his Ph.D degree in Com-
puter Science and Technology from 
Shanghai Jiao Tong University (SJTU), 
China in 2005. From September 2007 
to October 2008, Dr.Tang was a visit-
ing researcher in the University of Aizu, 
Japan. Currently he works with the 

Department of Computer Science and Engineering at SJTU, 
China. He is also a Postdoctoral Research Fellow of The 
Japan Society for the Promotion of Science (JSPS), Japan. 
His research interests include wireless sensor networks, 
grid and pervasive computing, distributed transaction proc-
essing and reliability computing. 
 
 
 
 

Yao Shen 
He received the M.S. degree and the 
Ph.D. degree in Computer Science 
from Shanghai Jiao Tong University, 
Shanghai, China in 2004 and 2007. 
Currently he is an Assistant Professor 
of the Department of Computer Sci-
ence and Engineering, Shanghai Jiao 

Tong University. His research interests include topology 
control and power management in wireless networks and 
human- computer-interaction in pervasive computing.  

 



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /All
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Impact
    /LucidaConsole
    /Tahoma
    /Tahoma-Bold
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 1200
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 1200
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200073006f006d002000650072002000650067006e0065007400200066006f00720020007000e5006c006900740065006c006900670020007600690073006e0069006e00670020006f00670020007500740073006b007200690066007400200061007600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002e>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents suitable for reliable viewing and printing of business documents.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
  >>
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


